
Situation Report
COVID-19 - Worldwide - 04-13-20 (Update 43) | (INC10276272) 

Date As Of: 04/13/2020 02:47:51 Sitrep Update #: 43 

Incident Start Time: 02/28/2020 
Incident End Time: Ongoing

Incident Location: Worldwide     

Impacted Sectors: Commercial Facilities, (Public
Assembly), Food and Agriculture, Healthcare and Public
Health, Transportation Systems, (Mass Transit and
Passenger Rail) 

Reported Cause of Incident: COVID-19 

Interagency Coordination: Internal and external
partners 

On Scene Agencies: N/A 

Owner/Operator(s) Involved: N/A 
Source of Information: Centers for Disease Control and
Prevention (CDC), World Health Organization (WHO),
CISA Regions, FEMA  

Incident Summary:

The Cybersecurity and Infrastructure Security Agency (CISA) continues to monitor the evolving Coronavirus Disease,
also known as COVID-19, situation closely. CISA is taking part in interagency and industry coordination calls and
working with critical infrastructure partners to prepare for possible disruptions to critical infrastructure that may stem
from widespread illness. 

FEMA reports approximately 1,610,909 (+85,0544) cases and 99,690 (+6,892) deaths worldwide. In the US there
are approximately 529,544 (+30,874) cases and 20,651 (+1,876) deaths. 

KEY POINTS: 
• FEMA deployed 2,902 (+1) employees in support of COVID­19 response 
• 2,396,834 (+105,534) COVID­19 tests have been administered nationwide 
• Puerto Rico’s governor announced Saturday that the U.S. territory will remain on lockdown until May 3 to curb
coronavirus cases 
• Open­source reports indicate that 5G cellular antennas are being set on fire in the UK because of COVID­19
conspiracy theories 
• Severe weather potential will have impacts to ongoing COVID­19 operations in the NCR; two COVID­19 drive­
thru/walk up testing sites closed 

CRITICAL INFRASTRUCTURE IMPACTS 

COMMERCIAL FACILITIES 

(Public Assembly) 

Vermont extended the state's stay-at-home emergency order through 15 May. 
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Michigan's stay-at-home order went into effect 11 Apr and bans residents from buying nonessential items or traveling
"between residences" in the state except to perform essential activities. 

FOOD AND AGRICULTURE 

Smithfield Foods, Inc. announced its Sioux Falls, SD facility will be closed until further notice. The plant is one of the
largest pork processing facilities in the U.S., representing four to five percent of U.S. pork production. 

HEALTHCARE AND PUBLIC HEALTH 

U.S. Army mobilized eight Urban Augmentation Medical Task Force units To East Coast in response to COVID-19. 

FEMA expanded partnership to develop a blood biomarker test and entered into three new agreements to develop
SARS-CoV-2 diagnostic tests. 

Severe weather potential will have impacts to ongoing COVID-19 operations in the NCR. At least two COVID-19
drive-thru/walk up testing sites announced closures: United Medical Center, in the District of Columbia; and FedEx
Field in Landover, Maryland. 

TRANSPORTATION SYSTEMS 

(Mass Transit and Passenger Rail) 

Federal Railroad Administration is making over $1 billion available to Amtrak to support the railroad's activities to
prevent, prepare for, and respond to COVID-19. 

ACTIVATIONS AND DECLARATIONS 

• NSTR 

 

 

 

 

WARNING: Information in this report is FOUO//TLP: GREEN. Recipients may only share TLP:GREEN information
with peers and partner organizations within their sector or community, but not via publicly accessible channels. This
information may be circulated widely within a particular community but may not be released outside of the community,
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https://www.dhs.gov/xlibrary/assets/foia/mgmt_directive_110421_safeguarding_sensitive_but_unclassified_information.pdf


consistent with both the DHS policy relating to safeguarding FOUO information (link here) and with the Traffic Light
Protocol, http://www.us-cert.gov/tlp. Information in this report is not customarily in the public domain and may be
exempt from public release under the Freedom of Information Act (5 U.S.C. § 552). Further, this section may contain
or be based upon commercial or financial information, which is privileged or confidential, law enforcement sensitive,
or deliberative/pre-decisional material. DHS personnel are reminded of their obligations under DHS Form 11000-6,
Non-Disclosure Agreement. Further dissemination of any of the information contained in this REPORT requires
express consent from the CIOCC.
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