
Situation Report
COVID-19 - Worldwide - 04-12-20 (Update 42) | (INC10276272) 

Date As Of: 04/12/2020 04:44:00 Sitrep Update #: 42 

Incident Start Time: 02/28/2020 
Incident End Time: Ongoing

Incident Location: Worldwide     

Impacted Sectors: Commercial Facilities, Government
Facilities, Healthcare and Public Health, Transportation
Systems, (Aviation), (Mass Transit and Passenger Rail) 

Reported Cause of Incident: COVID-19 

Interagency Coordination: Internal and external
partners 

On Scene Agencies: N/A 

Owner/Operator(s) Involved: N/A 
Source of Information: Centers for Disease Control and
Prevention (CDC), World Health Organization (WHO),
CISA Regions, FEMA  

Incident Summary:

The Cybersecurity and Infrastructure Security Agency (CISA) continues to monitor the evolving Coronavirus Disease,
also known as COVID-19, situation closely. CISA is taking part in interagency and industry coordination calls and
working with critical infrastructure partners to prepare for possible disruptions to critical infrastructure that may stem
from widespread illness 

FEMA reports approximately 1,521,252 cases and 92,798 deaths worldwide. In the US there are approximately
498,670 cases and 18,775 deaths 

KEY POINTS: 
• The Puerto Rico Governor formally requested the FAA ban flights to Puerto Rico from areas with high numbers of
COVID-19 cases 
• FEMA has deployed 2,895 employees in support of COVID19 response 
• Virginia reported its largest single day increase (568) of COVID19 cases 
• The NYPD reported 2,612 personnel tested positive; 2,682 currently quarantined 

CRITICAL INFRASTRUCTURE IMPACTS 

COMMERCIAL FACILITIES 

Vermont extended the stay-at-home emergency order through 15 May. Region I has restrictions on Public
Gatherings, Close-Contact Businesses, Public Recreation and Business Service Providers extended until 08 May. 

GOVERNMENT FACILITIES 

Austin County, Texas: all government functions are open, but the facilities are closed to include schools. 
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The Texas governor announced a new "Frontline Child Care Website" to help essential workers in Texas locate child
care and support child care centers during the outbreak. 

HEALTHCARE AND PUBLIC HEALTH 

Virginia reported its largest single-day increase of COVID-19 cases with an increase of 568. 

In Wharton County, TX, two screening locations were set up due to confirmed community spread in a local
supermarket. 

Six hospitals in New Jersey are on diversion: three hospitals are on Critical Care divert, and three are on full/total
divert due to patient volume. 

TRANSPORTATION SYSTEMS 

(Aviation) 

The Puerto Rico Governor formally requested the Federal Aviation Administration (FAA) ban flights to Puerto Rico
from areas with high COVID-19 cases. 

The FAA's airport certification safety inspections will continue within required timeframes during the COVID-19
pandemic. The airport certification safety inspectors will complete inspections by September 30, 2020. 

The FAA is extending the temporary waiver of minimum 80 percent slot-use requirements at U.S. airports to assist
airlines with COVID-19 related flight cancellations until 24 Oct. 

(Mass Transit and Passenger Rail) 

Starting 11 Apr, the Rhode Island Public Transit Authority will reduce bus capacity to 15 passengers due to social
distancing. 

ACTIVATIONS AND DECLARATIONS 

The South Dakota Secretary of Health declared a Public Health Emergency in Sioux Falls, SD. 
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WARNING: Information in this report is FOUO//TLP: GREEN. Recipients may only share TLP:GREEN information
with peers and partner organizations within their sector or community, but not via publicly accessible channels. This
information may be circulated widely within a particular community but may not be released outside of the community,
consistent with both the DHS policy relating to safeguarding FOUO information (link here) and with the Traffic Light
Protocol, http://www.us-cert.gov/tlp. Information in this report is not customarily in the public domain and may be
exempt from public release under the Freedom of Information Act (5 U.S.C. § 552). Further, this section may contain
or be based upon commercial or financial information, which is privileged or confidential, law enforcement sensitive,
or deliberative/pre-decisional material. DHS personnel are reminded of their obligations under DHS Form 11000-6,
Non-Disclosure Agreement. Further dissemination of any of the information contained in this REPORT requires
express consent from the CIOCC.
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https://www.dhs.gov/xlibrary/assets/foia/mgmt_directive_110421_safeguarding_sensitive_but_unclassified_information.pdf
http://www.us-cert.gov/tlp

